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Introduction

The Hardware Installation Manual provides step-by-step instructions for the installation of all
supported scanners. This manual, in conjunction with the Operator Manual included with the
scanner, should provide all the instructions necessary for a successful installation.

The Hardware Installation Manual includes:
e Microsoft® Internet Explorer® configuration common to the installation of all scanners.

Installation instructions specific to each type of scanner.
Un-install instructions specific to each type of scanner.

NOTE: Scanner installations are documented using Microsoft® Windows® 7 Enterprise
32-bit operating system and Internet Explorer 8 unless otherwise noted. Some
steps and wording may vary slightly if you have a different operating system.

For any additional questions or concerns not addressed by this document, please contact your
first route of Customer Support for assistance.
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Installation Guidelines for Scanners
System Requirements

In addition to a high-speed Internet connection, the following components are required for
working with the EPS application(s).

For Microsoft Windows®:

Windows Vista (except Starter or Home Basic): IE 8 and 9 or Google Chrome
Windows 7:IE 8, 9, 10, and 11 or Google Chrome

Windows 8: IE 10 or Google Chrome

Windows 8.1, update 1: IE 11 or Google Chrome

Windows 10 Pro

Windows 10 Enterprise

.NET Framework 4.0 or higher

The Current version of Chrome and its two previous versions are supported.

Additional Requirements

The table below lists general requirements for a successful scanner installation.

Requirement Type

RAM 2 Gigabytes or greater.

Updates All current critical Windows updates.

Processor 2.4 GigaHertz (GHz) or greater.

Hard Drive space 1.5 Gigabytes or greater.

USB Port Direct USB 2.0 port (hubs, powered or not, are not supported).
USB Cable A USB 2.0 Hi-speed cable (included with scanner).
Power Cable Power cable (included with scanner).

Browser Internet Explorer is the only supported browser.

.NET .NET 4.0 Framework for Windows 7

Internet Connection High-speed Internet connection.

UPS Uninterruptible Power Supply (UPS) is recommended.

NOTE: Not all scanners have been certified for Windows 7 or 64-bit compatibility; verify
compatibility before attempting installation.
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Required User Privileges and Securities for
Installation

Prior to installation, it may be necessary to temporarily disable anti-virus, firewall, or other
Internet security software. Users that will be installing scanner drivers must have Administrative
rights to that PC.

NOTE: Some PC security settings may change during installation.

In Microsoft Windows Vista and Windows 7, a PC may be running User Account Control (UAC).
If a PC has UAC enabled, the system may prompt for additional steps during the installation
process. Additionally, if a PC currently has UAC enabled, the user may have to run Internet
Explorer as an Administrator to successfully install the software.

NOTE: Users should only have one type of scanner installed at a time.
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Scanner Information

ltems Included with the Scanner

Selected scanners include replacement parts and extra extenders. Store these and the box in a
safe place. The box and packaging should be kept for warranty purposes. Always keep the
Operator’'s Manual for reference. For the Unisys® SmartSource® Micro Series scanner, you will
need to retain the calibration sheets for installation and to re-calibrate the scanner when
needed.

Setting up a Scanner for Installation

1. Remove the scanner and its components from the box and inspect the contents to
ensure no items are missing.

2. Place the scanner on a flat surface within 1% to 6 feet of a PC, preferably not in close
proximity to monitors, speakers, or other electronic devices.

e The scanner should be at least 1Y% feet away from other electronic devices but close
enough to an electrical outlet.

e The scanner should not be in direct sunlight.

e The scanner should be in a place that is convenient to place documents into it with
ease.

Connect the power cable to the scanner and wall outlet.

Connect the USB cord to the back of the PC. At this time, do not connect the other end
of the USB cord to the scanner, but instead place it near the back of the scanner.

5. If you are installing the SmartSource Micro Series scanner, retain the calibration sheets
for installation and as-needed re-calibration.

a. (Optional) For the RDM, Epson CaptureOne, and Digital Check CX30 scanners,
open the small box of the franking ink roller and follow the installation instructions.

b. (Optional) For the VisionX, TellerScan series, and SmartSource Professional series
scanners, open the small box of the ink cartridge and follow the installation
instructions if the ink cartridge is for the endorser.
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Recommended Configuration for Internet
Explorer

1. Open Internet Explorer, and from the top navigational menu, select Tools | Internet
Options.

Eile Edit View Favorite: Help
Delete browsing history... Crl+Shift-Del
InPrivate Browsing Ctrl+Shift+P
Tracking Protection...
ActiveX Filtering

Reopen last browsing session

Add site to Start Screen

View downloads Ctrls)
Pop-up Blocker "
SmartScreen Filter

Manage add-ons
Compatibility View settings

eed discovery
Windows Update
F12 developer tools

Internet options

FIGURE 1 - INTERNET OPTIONS

2. The Internet Options window appears. From the tabs at the top of the window, select
General.

Internet Options lil!@

‘ General |5v.=_-::urit5-r I Privacy | Content | Connections I Programs | Advanced |

FIGURE 2 - GENERAL TAB UNDER INTERNET OPTIONS

3. Under the section Browsing history, select the Settings option.
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Internet Opticns M

— 1
Geneggl | Security I Privacy i Content I Connections i Programs i Advanced |

I Use current KUSE default ‘ [ Use blank

Browsing history

Delete temporary files, history, cool saved passwords,

1
) and web form information.

|| Delete browsing history on exit

Delete. .. I { Settings 1
Search
\_, Change search defaults, Settings |
f
Tabs
Change how webpages are displayed in | Settings
| tabs.
Appearance
Colors | | Languages J | Fonts J | Accessibility |

FIGURE 3 - SETTINGS OPTION

4. The Temporary Internet Files and History Settings window appears. Under the
Check for newer versions of stored pages section, select the check box next to Every
time | visit the webpage. Select OK at the bottom to continue.

Temparary Internet Files and History Settings M

Temporary Internet Files

Internet Explorer stores copies of webpages, images, and media
for faster viewing later,

Check for newer versions of stored pages:
(@) Every time I visit the webpage

) Every time I start Internet Explorer

Disk spac use (3-1024MB) 50 &
{Recomm@aded: 50-250ME)

Current locatiolg
C:\Users\gimenegiappDataLocal WMicrosoft\Windows {Temporary
Internet Files),

l Move folder... ] \ View objects | | View files |

History

Specify how many days In
of websites you have visited.

et Explorer should save the list

Days to keep pages in history:

o =

FIGURE 4 - SETTINGS FOR NEWER VERSIONS OF STORED PAGES

5. From the tabs at the top of the Internet Options window, select Security.
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Internet Opticns &uﬂ

General | Security | Privacy | Content | Connections I Programs I Aduan::e:dl
[

FIGURE 5 - SECURITY TAB UNDER INTERNET OPTIONS

6. Select the Trusted Sites icon to activate the Sites option. Select Sites.

Internet Options M

| General | Securty [privacy | Content [ Comectons | Programs [ Advanced|

Select a zone to view or change security settings.

@ & v O

Internet  Localintranet Restricted
sites
Trusted sites - ==
# This zone contains websites that you

"V/ trust not to damage your computer or
your files,
You have websites in this zone.

Security level for this zone

Custom

Custon settings.
- To change the settings, ciick Custom level,
-To use the recommended settings, dick Default level,

[} Enable Protected Mode (requires restarting Internet Explorer)
[ customlevel... | [ Defoutievel |

[ Resetal zones to defauitievel |

o Some settings are managed by your system administrator.

FIGURE 6 - SITES OPTION UNDER TRUSTED SITES CATEGORY

7. The Trusted sites window appears. In the Add this website to the zone field, enter the
URL: https://ssl.selectpayment.com. and select the Add option.
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ra > B
Trusted sites [ih]

# You can add and remove websites from this zone, All websites in
,.‘/ this zone will use the zone's security settings.

Add this website to the zone:
https://selectpayment.com| ‘* Add
e—

Websites:

7| Require server verification (https:) for all sites in this zone

Close

o 2

FIGURE 7 - ADDING A TRUSTED SITE

8. Select Close at the bottom of the Trusted sites window.

9. From the Internet Options window with the Trusted sites icon selected, select Custom
level.

Internet Options m

|_Gén;_ra_l\ Security iPrwac\d | Content | Connections | Programs | Advanced |

Select a zone to view or change security settings.

q ‘}5 'wr! ®

Internet  Local intranet Restricted
sites

Trusted sites T
' This zone contains websites thatlyou #

wl." trust not to damage your compufr or
your files,
You have websites in this zone.

Security level for this zone

Custom
Custom settings.
-To change the settings, cifk Custom level.
-To use the recommended ings, dick Default level,

[~ |Enable Protected Mode {requires reffarting Internet Explorer)

| Custom level... H Default level |

[ Reset all zones to default level

i(}- Some settings are managed by your system administrator,

oK cancel | [ apoly

FIGURE 8 - CuSTOM LEVEL OPTION UNDER TRUSTED SITES

10. A list of security settings appears. Select the settings detailed below.

a. Under the heading ActiveX controls and plugins, the following three options
should all be set to Disable:

i. Display video and animation on a webpage that does not use external
media player.

ii. Download unsigned ActiveX controls.
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ii. Initialize and script ActiveX controls not marked safe for scripting.

b. The rest of the options under this heading should be set to Prompt (the preferred
setting) or Enabled.

g =
Security Settings - Trusted Sites Zone M
Settings
i |#| ActiveX controls and plug-ns - |
|#| Allow previously unused ActiveX controls to run without prom i
() Disable

@ Enable h [ _

|#| Allow Scriptiets

() Disable
@ Enable h
() Prompt
|#| Automatic prompting for ActiveX controls
() Disable
@ Enable b
Il |#| Binary and script Dehaviors .
() Administrator approved
: () Disable

o[

*Takes effect after you restart Internet Explorer

Reset custom settings

Resetto: Medium (default) »] [ Reset. |

L —_— ¥

FIGURE 9 - ACTIVEX CONTROLS AND PLUGINS SETTINGS

c. Under the Scripting heading, set Active scripting and Scripting of Java applets
to Enable.

Security Settings - Trusted Sites Zone w

Settings

) Disable
@ Enable =
Allow websites to prompt for information using scripted winde—
) Disable ol
(@) Fnzhla
4| 1 b

*Takes effect after you restart Internet Explorer

Reset custom settings

Reset to: lMedium (default) v| | Reseti |

l Ok ] | Cancel ]

e

FIGURE 10 - SCRIPTING SETTINGS
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11. Select OK at the bottom of the window.
12. From the Internet Options window, select the Privacy tab.

- " Ty
Internet Options lil&]

I.General iSe_curE| Privacy _iangn?i-&onnecﬁons I—.I;mgrams | Advanced |
I 1

FIGURE 11 - PRIVACY TAB

13. Under the Pop-up Blocker section, if the Turn on Pop-up Blocker option is checked,
continue with this step. If it is unchecked, proceed to the next step.

a. Select the Settings option.

Internet Options |M

| General | security | Privacy | Content i Connections | Programs i Advanced |

Settings
E: | Select a setting for the Internet zone.
Medium

- Blocks third-party cookies that do not have a compact

privacy policy "

- Blocks third-party cookies that save information that can
[z} be used to contact you without your explicit consent

- Restricts first-party cookies that save information that

can be used to contact you without your implicit consent

| Sites | | Import | | Advanced ] Default
Pop-up Blocker
6}] Prevent most pop-up windows from Settings ]
=l appearing. A

[#] Turn on Pop-up Blocker
InPrivate

r i,‘ 7] Do not collect data for use by InPrivate Filtering
o

Disable toolbars and extensions when InPrivate Browsing

starts

".(:i' Some settings are managed by your system administrator,

(o [ ol ][ apoy

- %

FIGURE 12 - SETTINGS OPTION FOR POP-UP BLOCKER

b. Inthe Address of website to allow field, enter the URL:
https://ssl.selectpayment.com, and select Add.
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Pop-up Blocker Settings &J

Exceptions

Pop-ups are cumently blocked. You can allow pop-ups from specific
| #F .'| websites by adding the site to the list below.
v

Address of website to allow:

g .sel.ectpayrnerd com fim * [ Add
Allowed sites:
jha.csod com Remove

ssl selectpayment com

Remove all...

Motifications and blocking level:
[¥] Play a sound when a pop-up is blocked.
[¥] Show Information Bar when a pop-up is blacked.

Blocking level:

Medium: Block most automatic pop-ups b |

Leam mare about Popup Blocker Closs

o 2

FIGURE 13 - ADDING AN ALLOWED WEBSITE UNDER POP-UP BLOCKER SETTINGS

c. Select Close to return to the Internet Options window.

14. From the Internet Options window, select the Advanced tab.

Internet Options lilﬁ

| General ! Seourity I F‘_r-i\racy ! Content !_Cannecﬁons I Programs , Advanced |
I 1

W 2

FIGURE 14 - ADVANCED TAB UNDER INTERNET OPTIONS

15. Scroll through the settings to the Security section and make sure the check box next to
Do not save encrypted pages to disk is not checked.
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Internet Options. lilﬁ

| General i Security I Privacy I Content | Connections | Programs I Advanced |

Settings -
% Security -
[ Allow active content from CDs to run on My Computer™

Allow active content to run in files on My Computer™
Allow software to run or install even if the signature is inv
Check for publisher's certificate revocation
Chedk for server certificate revocation™
Check for signatures on downloaded programs
Do not save encrypted pages to disk
Empty Temporary Internet Files folder when browser is de
Enable DOM Storage -
Enable Integrated Windows Authentication™ ‘
Enable memary protection to help mitigate online attacks™ —
Enable native XMLHTTP support

_Enable SmartScreen Filter

1| [ | 3

*Takes effect after you restart Internet Explorer

Restore advanced settings

Reset Internet Explorer settings — = |

Resets Internet Explorer's settings to their default
condition,

‘fou should only use this if your browser is in an unusable state,

(o]'9 Cancel | | Apply

SRREE

SlEEEEE

”

FIGURE 15 - SECURITY SETTING OPTION SET TO UNCHECKED

16. Also under the Security section, select the check boxes next to Use SSL 2.0 and Use
SSL 3.0.

Internet Options |M

| General | Security | Privacy I Content | Connections I Programs | Advanced

Settings -

Enable DOM Storage a
Enable Integrated Windows Authentication®

Enable memary protection to help mitigate online attacks®
Enable native ¥MLHTTF support

E]]
IE]
|
IE]
[7] Enable SmartScreen Filter |
v e e \
Ei|
IE]
|
L

Use S5L 3.0
Use TLS 1.0
UseTLS 1.1

UseTLS 1.2
[7] warn about certificate address mismatch™
[ Warn if changing between secure and not secure mode

[¥] warn if POST submittal is redirected to a zone that does

1 [ (] b
*Takes effect after you restart Internet Explorer

Restore advanced settings

Reset Internet Explorer settings — f

Resets Internet Explorer's settings to their default
condition, =

‘fou should only use this if your browser is in an unusable state.

Lo J[ cn J[ moov |

FIGURE 16 - ADDITIONAL ADVANCED SECURITY SETTINGS

17. From the bottom of the Internet Options window, select Apply.
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Internet Opticns M

| General | Security I Privacy | Content | Connections Prograrnsl Advanced |

Settings -

| Enable DOM Storage -
Enable Integrated Windows Authentication™

Enable memory protection to help mitigate online attacks™
Enable native XMLHTTP support

Enable SmartScreen Filter fl
Use 55L 3.0

Use TLS 1.0

UseTLS 1.1

UseTLS 1.2

Warn about certificate address mismatch™

Warn if changing between secure and not secur
Warn if POST submittal is redirected to a zone th

< (<) < [

]

]|

<

]

=l

4

1 ] y
*Takes effect after you restart Internet Explorer

Restore advanced Rettings

Reset Internet Explorer settings —

Resets Internet Explorer's settings to their default R
condition,
‘fou should only use this if your browser is in an unusable state. W
i
[ oc [ concl J[ aooty |
o o

FIGURE 17 - APPLYING ADVANCED SETTINGS

18. Select OK to finish.
rIntemet Options . Mw

General | Security I Privacy I Content I Connections | Programs | Advanced [

Settings -

Enable DOM Storage =
Enable Integrated Windows Authentication™

Enable memory protection to help mitigate online attacks™
Enable native XMLHTTP suppart

Enab\e SmariScreen Filter i
e s 20) ..
Use 551 3 0

Use TLS 1.0

UseTLS 1.1

Use TLS 1.2

Warn about certificate address mismatch™ =
Warn if changing between secure and not secure mode |E |
Warn if POST submittal is redirected to a zone that does nl—

I

< | 1l | b
*Takes effect after you restart Internet Explorer

Restore advanced settings

Reset Internet Explorer settings —§ — 1l
Resets Internet Explorer's settingsf§o their default Bonatis i
condition.

‘fou should only use this if your brofser is in an unusable state. '
* i
(o J[ concel J[ ooty |
i "

FIGURE 18 - OK OPTION TO FINISH APPLYING SETTINGS
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Compatibility Mode (IE 8 Only)

There are three ways to view a website in compatibility mode with Internet Explorer 8.

e Option 1: Open Internet Explorer, and go to https://ssl.selectpayment.com. From the
browser menu, select Tools | Compatibility View.

of Delete Browsing History... Ctrl+Shift+Del
= InPrivate Browsing Ctri+ Shift«P

Reopen Last Browsing Session

InPrivate Filtering Ctrl+Shift+F
InPrivate Filtenng Settings

Pop-up Blocker 3
SmartScreen Filter 3
& Manage Add-ons
¥ Compatibility View
Compatibility View Setings

Windows Update

Developer Tooks Fl2

Internet Options

FIGURE 19 - TOOLS OPTION FOR COMPATIBILITY VIEW

e Option 2: Select the ripped paper icon to the right of the address bar.

& Login - Windows Internet Explorer

botdh=s |.§ https://ssl selectpayment.comymp/login/ page.aspy /)&3’ | *?| A |

FIGURE 20 - COMPATIBILITY MODE ICON

e Option 3: Navigate to https://ssl.selectpayment.com, and select Tools | Compatibility
View Settings. In the Add this website field, enter hitps://ssl.selectpayment.com, and
select Add.

Compatibility View Settings e

¥ou can add and remove websites to be displayed in

—
bl

il Compatibifity View.

FIGURE 21 - ADDING A WEBSITE TO THE COMPATIBILITY SETTINGS
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Remote Deposit Capture Scanners

Installing the Epson CaptureOne for Remote
Deposit

Use the following instructions to install the drivers for the Epson CaptureOne scanner when
using it with Remote Deposit Capture.

Do not plug the USB cable into the scanner until the installation is complete. Please verify that
Internet Explorer has been updated to the recommended settings. See the “Recommended
Configuration for Internet Explorer” section of this document for more information.

10.
11.

12.

NOTE: For continued accuracy and dependability, adhere closely to all maintenance and
service requirements described in the materials received with the scanner.

Log in to Remote Deposit Capture as the PC administrator, and select the
Transactions tab from the top of the page.

NOTE: This process may require the IT department to disable anti-virus and/or firewall.

From the left navigational bar, select Remote Deposit with Epson.
Select Start the Installation.

The ActiveX install will begin. This may appear as an information bar at the top of the
page, which states: This Website wants to install the following add-on: ‘EPSONInstall’
from 'JACK HENRY & ASSOCIATES, INC.". If you trust the website and the add-on and
want to install it, click here...

Select the information bar and click Install This Add-on for All Users on This
Computer.

Wait for the page to load and another option will appear. This option may appear as a
security warning pop-up, which states: Do you want to install this software? Name:
Epsonlnstall.

Select Install. An InstallShield Wizard appears that allows the installation of Remote
Deposit — EPSON TM-S1000. Select Next to continue.

Ensure that all users who will be working with this computer are selected on the
Customer Information screen. Select Next.

Select Install.
Select Finish.

An InstallShield Wizard appears for the install of Epson CaptureOne TM-S1000 Driver
V1.02a Certified. Select Next to continue.

Read through the Software License Agreement. To accept the terms, select | accept the
terms of the software license agreement.
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13.
14.
15.
16.
17.

18.

19.

20.

21.

Select Next.
Select Next.
Select Next.
Select Finish.

A pop-up appears stating that the browser session will need to be restarted. Select OK
to continue.

If Internet Explorer does not automatically restart, log out of the website, and close
Internet Explorer.

Plug in and turn on the scanner. The On/Off switch is located on the left side of the
scanner. The light will turn green when the device is on.

Log back in to Remote Deposit Capture, and select the Transactions tab from the top
of the page.

From the left navigational bar, select Remote Deposit with Epson. The scanner will
initialize, and the application will navigate to the Open Deposits page. The installation is
complete.

Verifying the Installation of the Epson Scanner

Use the following instructions to verify the Epson scanner installation was successful.

1.

The Epson scanner will display in the Device Manager under Universal Serial Bus
Controllers as Epson USB Controller for TM/BA/EU Printers.

The installation will display in Programs and Features in the Control Panel as Remote
Deposit — EPSON TM-s1000 and EPSON TM-S1000 Driver Versionl1.02a.

Uninstalling the Epson CaptureOne Drivers

Use the following instructions to uninstall the CaptureOne scanner drivers from the PC.

© ©® N o 0k wDbdE

=
N B O

Right-click Computer and choose Manage.

Select the Device Manager.

Click the > sign next to Universal Serial Bus Controllers.

Right-click Epson USB Controller for TM/BA/EU Printers and select uninstall.
Select the check box that states Delete the driver software for this device.
Select OK.

Disconnect the scanner.

Close the Device Manager.

Select Start.

. Select Control Panel | Programs and Features.
. Select EPSON TM-S1000 Driver Versionl1.02a.

. Select Uninstall.

13.

Select Remove.
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14. Select Next.

15. If prompted with Are you sure you want to uninstall, select Yes.
16. Select Finish.

17. Select Remote Deposit — EPSON TM-s1000.

18. Select Uninstall.

19. To confirm the uninstall, select Yes.
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